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O B J E C T I V E  

 

  

To secure a position and be a part of progressive organization that gives scope to enhance my knowledge and 

skills, which can be used for the organizational growth and personal growth and contribute to the organization 

success. Profound knowledge of Networking Security, Ethical Hacking, and Cyber Security. 

H O B B I E S  —  P R O F I L E  
 

 

• Photography 

• Calligraphy 

• Music 

• Movies 

• Gaming 

 

Date of Birth: 19 October 1998 

Marital Status: Single 

Languages Known: English, Hindi, Gujarati. 

Attributes: Hard working, Determination, Team Player 

Driving license: Car  . 

 

E D U C A T I O N —  T E C H N I C A L  S K I L L S   
 

 

• SSC & HSC, Al Noor 

International School, 

Bahrain 

• Perusing BBA 
Annamalai University 
currently in final year 

 
• CCNA 

• MCSE 

• Ethical Hacking 
 (US Council) 

• HTML, XML, CSS 

• Scripting Language 
( JavaScript- VB 
script) 

• C++ 

• PHP 

• Photoshop, 
Dreamweaver 

• Microsoft Office 365 

 

• Cisco Routers - 1700, 1800, 2621, 2821 and 3725 series. 

• Cisco Switches – 1900, 2900, 2960 G, 3750 series 

• Routing protocols: RIP, EIGRP, OSPF, Basic BGP, Static 

• LAN/WAN IP Routing, Multi-Layer Switching, WAN 
Equipment, TCP/IP 

• Switching - VLAN, STP, VTP, EtherChannel Span 

• Operating Systems: Cisco IOS 

• Windows Other: DNS, DHCP, TCP/IP, IPV4/IPV6 

• LAN/WAN 

• Technical Support 

• Systems Installation, Configuration & Upgrading 

• Security Solutions 
• Good knowledge of at least 1 programming languages that 

include 1 of the following JavaScript, PHP, Python 

• Solid knowledge about ethical hacking, penetration testing, 
vulnerability management, network security 

• Strong analytical skills 

• Adapt quickly to change 

• Vulnerability and threat management experience and analysis 

• Ability to build threat models and communicate risks in business 

terms 

 

  



 

  
 


